
OPM Cybersecurity Incident Update #6 – 1 July 2015 
Point of Contact: HRPolicy@aafes.com  
 
Fellow Associate, 
 
On 23 June 2015, we sent you an update regarding the OPM cybersecurity incident, which included updated FAQs. On 
30 June 2015, we received another update. Details provided below. 
 
We will continue to provide updates as more information becomes available. If you have any questions please refer 
them to the hrpolicy@aafes.com. 

 

On 30 June 2015, the United States Computer Emergency Readiness Team (US-CERT) warned of phishing campaigns 
masquerading as emails from the Office of Personnel Management (OPM) or the identity protection firm CSID. 
 
For those affected by the recent data breach, the legitimate domain used for accessing identity protection services is 
https://opm.csid.com or call toll-free 844-777-2743 (International calls: 512-327-0705). 
 
US-CERT recommends that users visit the OPM website for more information. Users are also encouraged to report 
suspicious email to US-CERT. 
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