
INSTRUCTIONS TO OBTAIN AUTHORIZATION TO ENTER MILITARY 
INSTALLATIONS

Methods to gain entry to military installations vary from location to location.  This website tries to keep 
abreast of any changes or deviations to the procedures to help contractors, representatives, and vendors 
gain entry.  Not all contractors will be eligible for a Common Access Card (CAC) card or to enter military 
installations.

A. If the contractor employee is (or plans to be) in the Dallas/Ft. Worth (DFW) area, he or she may 
schedule a time to personally come to HQ by contacting the contracting official or designated POC to 
setup a fingerprint appointment with EG-FP .  The contracted employee will need to bring a completed 
Exchange Form 3900-006, Background Check for Vendors/Contractors, Attachment 1. While being
fingerprinted at HQ, the contracted employees will need to provide two verifiable and recognizable ID 
credentials prior to meeting with ID personnel.  EG-FP will verify information using the Joint Personnel 
Adjudication System (JPAS).  EG-FP will direct members to visit the nearest military installation for CAC 
issuance after approval in the Trusted Agency Sponsorship System (TASS). 

B. Contractor employees that cannot personally come to HQ and need to visit multiple installations or 
have access to sensitive information should follow the alternate process defined below:

  (1) A business letterhead which states the contract number or purchase order (PO)/delivery 
order (DO) number.  Include the Exchange point-of-contact (POC) (Contracting Officer [CO], SBM, AM, or 
Merchandising Directorate [MD] buyer), the CO’s Letter of Invitation and the contractor’s Request for 
Access, including how long access is needed. 

  (2) A pre-employment background check from the contractor’s employer, including a local and 
national criminal check.  If the company has a policy about releasing the actual report, a letter on 
company letterhead will be accepted.  The letter must state the check has been done and give the 
results.  

  (3) Personal information for invitation to use the Electronic Questionnaire for Investigations 
Processing (e-QIP).  Complete the following Exchange Forms:

   a. Exchange Form 3900-013, e-QIP Request Form, Attachment 2
     Optional Form (OF) 306, Declaration for Federal Employment

   b. Exchange Form 3900-015, Fair Credit Reporting (FRC) Disclosure and Authorization 
Form, Attachment 3, if applicable.  

NOTE:  Full name at birth, social security number, date of birth, place of birth and a valid email 
address, if requested, are required on these documents.

  (4) Contractors are to be fingerprinted at a local police station, on either Live Scan or Standard 
Form (SF) 87, dated March 2013, Applicant Fingerprint Card.

  (5) Completed Exchange Form 3900-006, Background Check for Vendors/Contractors, 
Attachment 1.

C. Once the contractor’s employee information has been added into JPAS and the TASS, EG-FP will 
issue and mail the CO an official Exchange letter stating this employee has been adjudicated.  The 
individual may then proceed to the nearest military installation to have a CAC issued.  The contractor 
should have two verifiable and recognizable identification credentials prior to meeting ID personnel.



D. The contractor shall insert this contracting clause in all subcontracts when the subcontractor is 
required to have routine access to a federally-controlled information system. 

E. In instances in which all contract/concession work will be performed on one installation, the 
contractor will be required to submit Form 3900-006, Background Check for Vendors/Contractors to the 
Exchange SBM, GM or their designee, who will enter the contractor information into TASS and maintain 
the database for contractors working for the Exchange.

FOR QUESTIONS: CONTACT THE FORCE PROTECTION OFFICE
Force Protection Team – FPSystemAccess@aafes.com

Pat Daugirda – daugirdap@aafes.com
Marcus Halton – haltonm@aafes.com

Vicky Estes – estesv@aafes.com

3 Attachments:
Form 3900-006
Form 3900-013
Form 3900-015








